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Solvency 2 News, September 2023 
 
Dear members and friends, 
 
According to EIOPA’s Insurance Risk 
Dashboard, macro risks top insurers’ 
worry list. 
 
1. Risk levels for the European insurance sector remain broadly constant, 
with all risk categories pointing to medium risks with the exception of 
macro risk.  
 
Macro-related risks remain among the most relevant for the insurance 
sector.  
 
Forecasted GDP growth at global level further increased to 0.74%. CPI 
forecasts slightly decreased to 3.22%, yet remaining at high level.  
 
Credit risks is at medium level. The CDS spreads increased for financial 
secured bonds in the second quarter of 2023, while CDS spreads for other 
fixed income market segments receded slightly.  
 
Market risks decreased from high to medium level as volatility 

http://www.solvency-ii-association.com/
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in equity market decreased and duration mismatch narrowed compared to 
the previous assessment. 
 

 
 
2. Liquidity and funding risks show an increase in cash holdings and a drop 
in the liquid assets ratio in the first quarter of 2023.  
 
Profitability and solvency risks show a drop in the investment return for 
life insurers in 2022 mainly due to the large increase of unrealized losses 
following the increase of interest rates.  
 
The distribution of the SCR ratio for insurance groups decreased. Similarly, 
life insurers reported a slight decline in the median SCR ratio.  
 
On the other hand, assets over liabilities increased due to the higher 
interest rates.  
 
Interlinkages and imbalances risks remain at medium level while 
insurance risks decreased in Q1-2023, with the median year-on-year 
premium growth for non-life insurance decreasing to end 2021 levels. 
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3. Market perceptions show positive returns for insurance stocks, albeit an 
underperformance of life insurance stocks when compared to the market 
for the second quarter of 2023. 
 
4. ESG related risks display an increasing trend with the median exposure 
towards climate relevant assets slightly increased to 3.3% of total assets. 
Moreover, the catastrophe loss ratio also deteriorated.  
 
On the other hand, the share of insurers’ investments in green bonds over 
total green bonds outstanding is stable compared to the previous quarter. 
 
5. Digitalization and cyber risks also display an increasing trend with the 
materiality of these risks for insurance as assessed by supervisors 
increasing in the first half of 2023.  
 
The frequency of cyber incidents impacting all sectors of activity, as 
measured by publicly available data, increased since the same quarter 
of last year. The indicator cyber negative sentiment indicates a decreasing 
concern in the second quarter of 2023. 
 

 
 
To read more: https://www.eiopa.europa.eu/system/files/2023-
07/July%202023%20Risk%20Dashboard.pdf 
 
 
 
 
 

https://www.eiopa.europa.eu/system/files/2023-07/July%202023%20Risk%20Dashboard.pdf
https://www.eiopa.europa.eu/system/files/2023-07/July%202023%20Risk%20Dashboard.pdf
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FSB Global Regulatory Framework for Crypto-Asset Activities 
 

 
 

The FSB is finalising its global regulatory framework for crypto-asset 
activities to promote the comprehensiveness and international consistency 
of regulatory and supervisory approaches.  
 
It consists of two distinct sets of recommendations: 
 
(i) High-level recommendations for the regulation, supervision and 
oversight of cryptoasset activities and markets (CA recommendations); 
 
(ii) Revised high-level recommendations for the regulation, supervision, 
and oversight of “global stablecoin” arrangements (GSC 
recommendations). 
 
The framework is based on the principle of “same activity, same risk, same 
regulation” and provides a strong basis for ensuring that crypto-asset 
activities and so-called stablecoins are subject to consistent and 
comprehensive regulation, commensurate to the risks they pose, while 
supporting responsible innovations potentially brought by the 
technological change.  
 
The recommendations focus on addressing risks to financial stability, and 
they do not comprehensively cover all specific risk categories related to 
crypto-asset activities. 
 
It takes account of lessons from recent events in crypto-asset markets. 
Central Bank Digital Currencies (CBDCs), envisaged as digitalised central 
bank liabilities, are not subject to these recommendations. 
 
The events of the past year have highlighted the intrinsic volatility and 
structural vulnerabilities of crypto-assets and related players. They have 
also illustrated that the failure of a key service provider in the crypto-asset 
ecosystem can quickly transmit risks to other parts of that 
ecosystem.  
 
As recent events have illustrated, if linkages to traditional finance were to 
grow further, spillovers from crypto-asset markets into the broader 
financial system could increase. 
 
The G20 has asked the FSB to coordinate the delivery of an effective 
regulatory, supervisory and oversight framework for crypto-assets, 
including finalising the FSB’s high-level recommendations for the 
supervision and regulation of crypto-asset activities, and of so-called 
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global stablecoins (GSCs), by July 2023.  
 
In addition, these recommendations, constituting a regulatory and 
supervisory framework for crypto-assets and stablecoins, will provide input 
to a joint paper with the International Monetary Fund (IMF) to be 
delivered to the G20 in September 2023, which will support a coordinated 
and comprehensive policy approach to crypto-assets by synthesising the 
policy findings from IMF work on macroeconomic and monetary issues 
and FSB work on supervisory and regulatory issues. 
 
The FSB and the sectoral standard-setting bodies (SSBs) have developed a 
shared workplan for 2023 and beyond, through which they will continue to 
coordinate work under their respective mandates to promote the 
development of a comprehensive and coherent global regulatory 
framework commensurate to the risks crypto-asset markets activities may 
pose to jurisdictions worldwide, including through the provision of more 
granular guidance by SSBs, monitoring and public reporting. 
 
To read more: https://www.fsb.org/wp-content/uploads/P170723-1.pdf 
 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

https://www.fsb.org/wp-content/uploads/P170723-1.pdf
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Data Governance Act: common logos to easily identify trusted 
EU data intermediaries and data altruism organisations to re-use 
data 
 

 
 

The Commission has introduced common logos to easily identify trusted 
data intermediation service providers and data altruism organisations in 
the EU, which will connect data holders, both individuals and companies 
with data users. 
 

 
 
Identifying trusted data intermediation services and data altruism 
organisations is part of the implementation of the Data Governance Act.  
 
The data intermediation services and data altruism organisations that 
satisfy the conditions enshrined in the Data Governance Act and opt for the 
use of the logos, will have to display the logo clearly on every online and 
offline publication.  
 
The use of these logos at EU level will differentiate the recognised trusted 
services from other services, contributing to transparency in the data 
market. 
 
The logo for data altruism organisations recognised in the EU must be 
accompanied by a QR code with a link to the EU public register of 
recognised data altruism organisations, which will be available as of 24 
September 2023. 
 
The logos have been adopted through an Implementing Regulation and will 
be registered as trademarks, to protect them from improper use. 
 
Data is a powerful resource that can fuel innovation across Europe’s 
industrial ecosystems.  
 
The Data Governance Act aims to make more data available by increasing 
trust in data-sharing and tackling technical barriers. 
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To learn more: https://digital-strategy.ec.europa.eu/en/news/data-
governance-act-common-logos-easily-identify-trusted-eu-data-
intermediaries-and-data-altruism 
 
https://digital-strategy.ec.europa.eu/en/library/data-governance-act-
implementing-regulation 
 
 
 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

https://digital-strategy.ec.europa.eu/en/news/data-governance-act-common-logos-easily-identify-trusted-eu-data-intermediaries-and-data-altruism
https://digital-strategy.ec.europa.eu/en/news/data-governance-act-common-logos-easily-identify-trusted-eu-data-intermediaries-and-data-altruism
https://digital-strategy.ec.europa.eu/en/news/data-governance-act-common-logos-easily-identify-trusted-eu-data-intermediaries-and-data-altruism
https://digital-strategy.ec.europa.eu/en/library/data-governance-act-implementing-regulation
https://digital-strategy.ec.europa.eu/en/library/data-governance-act-implementing-regulation
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The Importance of a Comprehensive Risk Assessment by 
Auditors and Management 
Paul Munter, SEC, chief accountant 
 

 
 

Introduction 
 

Managements and auditors risk assessment processes are critical to the 
decisions regarding financial reporting and the effectiveness of internal 
control over financial reporting (ICFR).  
 
Accordingly, we are troubled by instances in which management and 
auditors appear too narrowly focused on information and risks that directly 
impact financial reporting, while disregarding broader, entity-level issues 
that may also impact financial reporting and internal controls. 
 
Such a narrow focus is detrimental to investors as it can result in material 
risks to the business going unaddressed and undisclosed, thereby 
diminishing the quality of financial information. 
 
Issues that may also impact financial reporting and internal controls often 
present themselves as isolated incidents across an issuer—for example, a 
data breach in a system not part of ICFR, a repeat non-financial reporting-
related regulatory finding classified as lower risk, a misstatement to the 
financial statements determined to be a revision restatement (i.e., “little 
r”), or a counterparty risk limit breach.  
 
Some management and certain auditors may be inadvertently biased 
toward evaluating each such incident individually or rationalizing away 
potentially disconfirming evidence, and conclude that these matters do not 
individually, or in the aggregate, rise to the level of management disclosure 
or auditor communication requirements. 
 
This statement discusses management’s obligation to  
 
(1) take a holistic approach when assessing information about the business 
and avoid the potential bias toward evaluating problems as isolated 
incidents, in order to timely identify risks, including entity-level risks;  
(2) design processes and controls that are responsive to identified risks; 
and  
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(3) effectively identify information that issuers are required to 
communicate to investors. We also discuss auditors’ responsibilities as 
gatekeepers to hold management accountable in the public interest. 
 
Risk Assessment 
 
Management Considerations   
 
Changing economic conditions may have a significant and sudden impact 
on an issuer’s business, which could change risks or create new ones.  
 
Therefore, to be effective, risk assessment processes must comprehensively 
and continually consider issuers’ objectives, strategies, and related 
business risks; evaluate contradictory information; and deploy appropriate 
management resources to respond to those risks. 
 
For example, management’s risk assessment process may consider 
observations from regulators, analyst reports, and short-seller reports. 
Management is also required to provide auditors complete information 
related to certain communications from regulatory agencies. 
 
Management needs to be alert to new or changing business risks to identify 
changes that could significantly impact its system of internal control, and 
design and implement responses that support issuers’ ability to 
appropriately disclose information in its periodic filings. 
 
Business risks, such as a company’s loss of financing, customer 
concentrations, or declining conditions affecting the company’s industry, 
could affect issuers’ ability to settle their obligations when due, and affect 
the risks of material misstatements in financial statements not being 
identified on a timely basis. 
 
Likewise, risks related to changes in technology could impact the 
effectiveness of controls around processing of transactions. 
 
Auditor Considerations 
 
Risk assessment forms the basis of the audit process. 
 
A lack of professional skepticism, including objective consideration of 
contradictory information, in this critical process could result in an auditor 
not identifying or assessing risks appropriately, which could impact the 
effectiveness of the audit. 
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When identifying risks of material misstatement and designing appropriate 
audit responses, auditors should remain alert to potential changes in 
issuers’ objectives, strategies, and business risks. 
 
Auditors should consider the possible impact of an issuer’s public 
statements regarding changes in their strategy, board composition, or 
other governance matters—and whether such statements contradict 
management’s assessment of its control environment. 
 
Auditors also should assess the consistency of information disclosed by 
issuers in periodic filings and the judgments made by management 
throughout the financial reporting process compared with the information 
obtained throughout the performance of the audit.  
 
If material inconsistencies exist, auditors should determine whether those 
disclosures indicate a potential new or evolving business risk that could 
materially affect the financial statements or the effectiveness of ICFR. 
 
Entity-Level Controls 
 
Management should evaluate whether issuers have implemented processes 
and controls that can timely prevent or detect a material misstatement in 
financial statements.  
 
While an issuer’s financial reporting objective may be separate from its 
operational or compliance objectives, an issuer’s internal control system 
should be dynamic and expand beyond a singular focus on ICFR. 
 
When evaluating control deficiencies identified outside of an issuer’s 
financial reporting objective, management and auditors should consider 
the root cause of the deficiency and whether it impacts the issuer’s ICFR 
conclusions. 
 
For example, the root causes behind a regulator’s findings related to 
enterprise-wide governance and controls, while not directly related to 
financial reporting control activities, could have an impact on 
management’s ICFR conclusions due to their impact on the risk 
assessment and monitoring components of ICFR.  
 
Rather than a biased defaulting to an assessment of narrowly defined, 
process-level deficiencies, management and auditors’ aggregation analysis 
should consider the root cause of individual control deficiencies, to 
determine whether such deficiencies indicate a broader, more pervasive 
deficiency at the entity-level.  
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We encourage auditors to avoid potential bias toward rationalizing away 
disconfirming evidence and instead to apply objective judgment when 
evaluating whether insufficient deficiency evaluations by management 
constitute evidence of ineffective monitoring activities. 
 
Further, when assessing the severity of control deficiencies identified as a 
result of a misstatement, management and auditors should consider not 
only the actual misstatement, but also the magnitude of potential 
misstatement (i.e., the so-called “could factor”). 
 
The “could factor” evaluation includes assessing the total population of 
transactions or amounts exposed to the deficiency in the impacted 
accounts or classes of transactions. 
 
In particular, when the root cause is an inadequate entity-level risk 
assessment process, the “could factor” can extend to a wider population of 
potential misstatements beyond the identified misstatement. 
 
Reporting Obligations 
 
Clear and transparent communication for the benefit of investors is critical. 
Management’s financial reporting obligations include disclosures around 
its annual ICFR evaluations, descriptions of identified material 
weaknesses, and, on a quarterly basis, changes that have materially 
affected, or are reasonably likely to materially affect, an issuers’ ICFR. 
 
Additionally, management is required to provide a discussion in its filings 
of material factors that make an investment in the registrant speculative or 
risky. 
 
Management may identify these factors for disclosure as part of their risk 
assessment procedures, which includes an evaluation of all information 
available, including contradictory information.  
 
In some instances, business risks may also impact financial statement 
disclosures when the risks and uncertainties could significantly affect the 
amounts reported in the financial statements in the near term. 
 
Auditors protect investors and further the public interest through the 
preparation of informative, accurate, and independent audit reports. 
Therefore, the auditor’s report is a critical means of communication with 
investors, and auditors should consider the different mechanisms within 
the auditor’s report to communicate with investors.  
 
In an integrated audit, an auditor’s reporting obligation includes 
expressing an adverse opinion on the issuer’s ICFR if there are deficiencies 
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that, individually or in combination, result in one or more material 
weaknesses, including those resulting from entity-level control 
deficiencies. 
 
If, through the auditor’s risk assessment process, a business risk is 
determined to represent a risk of material misstatement to the financial 
statements that is discussed with the audit committee, these matters may 
meet the definition of a critical audit matter and require communication to 
investors within the auditor’s report.  
 
Although not required, we remind auditors that they may use an “emphasis 
paragraph” to highlight any matter relating to the financial statements and 
disclosures, which could include matters related to an issuer’s objectives, 
strategies, and related business risks, as discussed above. 
 
Conclusion 
 
As Chair Gary Gensler has noted, “there’s a basic bargain in our capital 
markets: investors get to decide what risks they wish to take” while 
“[c]ompanies that are raising money from the public have an obligation to 
share information with investors on a regular basis.” 
 
Timely and transparent reporting by management, and informative, 
accurate, and independent reports by auditors, are critical components of 
the system that help companies maintain their end of the bargain—their 
commitment to provide high quality financial information and information 
about the effectiveness of their ICFR to investors.  
 
When business risks change, a robust, iterative risk assessment process 
and strong entity and process-level controls are essential to transparent 
and high-quality financial reporting.  
 
Auditors in their public gatekeeper role serve as an independent check on 
management’s performance of these critical functions and should 
transparently communicate with investors in accordance with PCAOB 
standards. 
 
To read more: https://www.sec.gov/news/statement/munter-importance-
risk-assessment-082523 
 

 
 
 
 
 

https://www.sec.gov/news/statement/munter-importance-risk-assessment-082523
https://www.sec.gov/news/statement/munter-importance-risk-assessment-082523
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Enabling innovation through a digital pound 
Rachel Greener, from the Bank’s Central Bank Digital Currency Division 
 

 
 

The relevant authorities in the UK have indicated that a central bank 
digital currency, in wholesale or retail form – known as a digital pound – is 
likely to be needed.  
 
One of the main motivations for a digital pound is that it should promote 
innovation in domestic payments. Against this backdrop, this article 
explores the academic literature on innovation for lessons on how to design 
a digital pound to encourage innovation in the payments ecosystem. 
 
1: Introduction to CBDC 
 
The Bank of England (the Bank) has published several policy papers on 
central bank digital currency (CBDC)footnote and on the specific CBDC 
under consideration in the United Kingdom, known as the digital pound.  
 
These policy papers – most recently a Consultation Paper and Technology 
Working Paper – delve into such topics as the likely need for a digital 
pound, the features of its design, and how it might be used by consumers 
and businesses. We therefore do not intend to cover such well-trodden 
ground in this article.  
 
Let us take it as read that a CBDC is ‘an electronic form of central bank 
money that could be used by households and businesses to make payments 
and store value’. And as for the motivations for exploring CBDC (a rich 
topic in itself), we need only focus on the catalyst CBDC could offer to 
payments innovation. 
 
The vast majority of central banks globally are at least researching the 
potential for CBDCs in their jurisdictions, with a handful having already 
launched.  
 
In the United Kingdom, the Bank of England and HM Treasury recently 
stated that while it is too early to take the decision on whether to introduce 
the digital pound, it’s likely that a digital pound will be needed in the 
future. 
 
In an increasingly digital economy, the UK authorities see a role for the 
digital pound in (a) maintaining public access to retail central bank money 
and (b) promoting innovation, choice and efficiency in domestic payments. 
It is the latter motivation – and in particular the potential relationship 
between the digital pound and innovation – that is the focus of this article. 
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2: Why innovation matters for the digital pound 
 
There has been significant innovation in the UK payments landscape in the 
past two decades, from the introduction of Faster Payments, to contactless 
card and smartphone transactions, to Open Banking to name a few.  
 
Still, the Bank and HM Treasury judge that there is scope for innovation to 
generate further efficiencies in payments and to respond to evolving 
payments needs. 
 
Core infrastructure in any industry is often both costly to maintain and 
disruptive to improve – hence the oft-debated challenges of ‘legacy 
infrastructure’ in banking.  
 
CBDC, as both a new type of money and a new payment system, presents 
an opportunity to reshape the contours of the financial system. Done well, 
innovation would be both an input and an output of a UK CBDC.  
 

 

 
 
The digital pound would build on innovations in digital banking and 
payments, and create opportunities to serve new payments-use cases. 
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A common theme of recent payment innovations is the role of public 
authorities in kickstarting their introduction and/or their widespread 
adoption. The development and implementation of both Faster Payments 
and Open Banking were encouraged, if not mandated, by the UK 
government. 
 
And Transport for London’s early adoption of contactless payments for 
public transport fares is seen to have helped catalyse the widespread use of 
contactless payments among consumers.  
 
But another common feature of these innovations was the role of the 
private sector in delivering them to end-users. And so, it is the Bank’s 
vision that a digital pound would be provided by a public-private 
partnership, via an architecture called ‘the platform model’. 
 
To read more: https://www.bankofengland.co.uk/quarterly-
bulletin/2023/2023/enabling-innovation-through-a-digital-pound 
 
 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

https://www.bankofengland.co.uk/quarterly-bulletin/2023/2023/enabling-innovation-through-a-digital-pound
https://www.bankofengland.co.uk/quarterly-bulletin/2023/2023/enabling-innovation-through-a-digital-pound
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The EBA updates data used for the identification of global 
systemically important institutions (G-SIIs) 
 

 
 

• This year’s publication includes, for the first time, two additional 
institutions 

• The publication covers 13 indicators used to measure systemic 
importance 

• The data is accompanied by user-friendly tools and bank-specific 
PDFs 

 
The European Banking Authority (EBA) updated today the 13 systemic 
importance indicators and underlying data for the 32 largest institutions in 
the EU whose leverage ratio exposure measure exceeds EUR 200 bn.  
 
This disclosure includes updated data items specific to the recognition of 
the Banking Union and of institutions that are part of the Single Resolution 
Mechanism. Acting as a central data hub in the disclosure process, the EBA 
updates this data on a yearly basis and provides user-friendly tools to 
aggregate it across the EU. 
 
This end-2022 data will assist competent authorities to identify a subset of 
banks as global systemically important institutions (G-SIIs), following the 
final decision by the Basel Committee on Banking Supervision (BCBS) and 
the Financial Stability Board (FSB). 
 
A stable sample of 27 institutions shows that the aggregate amount for total 
exposures increased by 0.7% to EUR 21 135 billion at the end of 2022.  
 
Over-the-counter derivatives and payments activity increased by 12% and 
10.9% respectively, both achieving the highest value since 2013.  
 
Intra-financial system liabilities and cross-jurisdictional liabilities 
increased by 5.9% and 5.2%, which for the latter indicator means reaching 
the highest value since 2013.  
 
Level 3 assets, underwriting activity and assets under custody were the 
only indicators showing a decreasing trend from 2021 to end of 2022, by 
34.2%, 20% and 12.6% respectively.   
 
Background legal basis and next steps 
 
The identification of a G-SII, which leads to higher capital buffer 
requirements, falls under the responsibility of national competent 
authorities and this process is updated by December 15 every year.  
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The identification is based on the disclosure of global denominators and G-
SIB exercise results, which are expected to be published by the BCBS and 
the FSB in November each year.  
 
Any higher capital buffer requirements will then apply after about one year 
from the publication by competent authorities of banks' scoring results, 
thus allowing institutions enough time to adjust to the new buffer 
requirement.  
 
The EBA Guidelines on disclosure of G-SIIs, as amended by 
EBA/GL/2022/11, define uniform requirements for disclosing the values 
used during the identification and scoring process of G-SIIs, in line with 
the internationally agreed standards developed by the BCBS and the FSB.  
 
Having in mind the G-SIB assessment methodology review announced by 
the Basel Committee on the 31st of May 2022, the EBA supports the 
disclosure by EU authorities of the cross-jurisdictional indicators and 
underlying data items needed to calculate the parallel set of scores specific 
to European Banking Union banks. 
 

 
 
To promote a level playing field in the EU and to increase transparency in 
the internal financial market, the current level of disclosure goes beyond 
the minimum standards required by the BCBS, both in terms of granularity 
of the disclosed information and applicable scope of institutions.  
 
Consequently, some of the group-specific templates currently published 
belong to institutions that have not contributed directly to the BCBS's G-
SIB exercise. 
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The Regulatory Technical Standards (RTS) on the specification of the 
methodology for the identification and definition of subcategories of G-
SIIs, and Guidelines on disclosure of G-SIIs have been developed in 
accordance with Directive 2013/36/EU (Capital Requirements Directive - 
CRD IV) on the basis of internationally agreed standards, such as the 
framework established by the BCBS and the FSB. 
 
To read more: https://www.eba.europa.eu/eba-updates-data-used-
identification-global-systemically-important-institutions-g-siis-2 
 
 
 
 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

https://www.eba.europa.eu/eba-updates-data-used-identification-global-systemically-important-institutions-g-siis-2
https://www.eba.europa.eu/eba-updates-data-used-identification-global-systemically-important-institutions-g-siis-2
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Lessons from Mount Everest: acting now to curb nature-related 
financial risks 
Klaas Knot, President of the Netherlands Bank, at the Launch Event of the 
NGFS Conceptual Framework on nature-related financial risks, Paris. 
 

  
 

Thank you, François, for stressing the importance of the Conceptual 
Framework and the need for urgent and collective action. This is indeed an 
important document and a fine piece of work. It provides a common 
language that enables us to work together.  
 
The groundwork has been done. Now we can proceed with the actual job at 
hand, and that is assessing and reducing the risks the nature crisis poses to 
the economy and the financial system. The question we need to address 
today is: how? 
 
The risks are real and they are urgent. The rapid degradation of nature is 
threatening ecosystems and the services they provide. Services such as 
clean water, healthy air, food and materials that are all essential to our 
economies and our very existence as humans.  
 
As central banks and supervisors, we have every reason to be concerned, 
because it's an illusion to think we can preserve financial stability if this 
degradation continues. A degradation to which financial institutions under 
our supervision also contribute through the activities they finance.  
 
A degradation that in turn creates risks they need to manage. Therefore it's 
squarely within our mandate to address these risks and to use our leverage 
to bend the curve. From nature degradation to nature restoration. 
 
The Kunming-Montreal Global Biodiversity Framework sets clear targets 
to halt and reverse nature loss by 2030, putting us on a path to living in 
harmony with nature by 2050.  
 
The Framework also foresees a role for the financial sector, with explicit 
targets for matters such as disclosure and the alignment of financial flows. 
We have only seven years left to deliver on that commitment to halt and 
reverse the current trend. Seven years that are critical for nature, but also 
for the climate. Because without nature, our actions to address climate 
change are bound to fall short. 
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So our task is as important as it is urgent. The question for us today is: how 
to proceed? There is no straightforward answer. The interaction between 
nature, climate and the economy is exceptionally complex. And let's face it, 
our working culture does not help us here.  
 
We, as central bankers, are by nature risk-averse and methodical. We first 
want to have a good data set, then we want to reach consensus on what is 
the most robust analytical framework, then we assess the risks, etc etc. The 
sheer complexity of the subject, together with our usual approach to 
problem solving, may mean we will be too late. 
 
One way to help us approach this problem may be to compare our quest to 
climbing a mountain. A mountain no-one has ever climbed before. When 
Tenzing Norgay and Edmund Hillary first reached the summit of Mount 
Everest in 1953, they were not alone. They were part of an expedition team 
of about 15 climbers, and a large number of porters.  
 
First they created a number of advance camps, gradually reaching higher 
up the mountain. And then they sent a series of two climbers for an assault 
of the summit, one pair after another.  
 
Despite all their preparation, each pair of climbers faced the same 
problem: they did not know exactly what they would find on their path.  
 
Each pair encountered new obstacles, like technical problems with the 
oxygen sets.  
 
But the expedition team learned from those obstacles, and the climbing 
pairs also made discoveries that helped the next pair do a better job.  
 
Finally, on May 29th, on returning from the summit, Hillary's first words 
to his colleague George Lowe were "Well, George, we knocked the bastard 
off". 
 
I think what this analogy teaches us is that, in order to make meaningful 
progress as NGFS members, three things are essential: starting now, 
working together, and keeping our eyes on the summit. 
 
First, like the Mount Everest expedition team, we just have to get going, 
without the benefit of perfect knowledge. Because the problem is too 
complex to approach it the "old central bankers' way". This means we have 
to start now with improving how we  measure nature degradation and its 
effects on our economy and the financial system.  
 
We need to enhance and harmonize our data, metrics and scenarios, as 
François has rightly pointed out. At DNB we have embarked on such a first 
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attempt to measure financial risks for a few transition scenarios, such as 
ending harmful subsidies.  
 
We aim to share our findings later this year. I am confident that the 
technical recommendations by the NGFS team working on nature 
scenarios will help us to expand and refine such efforts together.  
 
Starting now also means engaging with the financial sector today on ways 
to manage their nature-related risks. And it means finding ways to practice 
what we preach, for example by exploring how we can manage current 
nature-related financial risks to our own reserves.  
 
This is also a way to better understand the challenges the market is facing. 
In that light, we have started a pilot to explore how the TNFD framework 
could apply to DNB's own reserves. And I am sure there are many other 
examples to be found here in this room today. 
 
Second, like the Mount Everest team, we need to collaborate closely. This is 
all the more important since we may sometimes work in smaller teams to 
tailor the approach to our different circumstances.  
 
Sometimes we may stumble into an obstacle that forces us to take a step 
back and look for a different route. And sometimes we may make an 
important discovery that helps us and others to take the next steps.  
 
Close communication is key here. And with the Conceptual Framework, we 
can now communicate in a common language. Via the NGFS, we can help 
each other take those first steps on data, scenarios, supervision and reserve 
management.  
 
Together, we can search for critical ecosystems whose degradation is a 
material source of risk to our economies and financial systems.  
 
We can investigate the macroeconomic impacts of nature loss. And we can 
search for ways to contribute to the scaling up of finance for nature.  
 
Always taking into account the restrictions and possibilities that our 
mandates provide, and the need for other actors, including governments, 
to do their part as well. These are all areas where the success of our 
individual efforts will be greatly enhanced by sharing our experiences as we 
proceed. 
 
And finally, like the Mount Everest team, we need to keep our eyes on the 
summit. Just as climbers know they have to reach the summit by noon in 
order to make a safe return, we need to meet the Kunming-Montreal 
Global Biodiversity targets by 2030, to stay on track for living in harmony 
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with nature by 2050. If we lose sight of our goal, we will start to drift and 
we will almost certainly arrive too late or not at all. This underscores the 
relevance of transition plans, also for us as central banks and supervisors. 
 
The task is complex. The mountain that we have to climb is high and 
shrouded in mist. But it is our duty as central bankers to climb the 
mountain, and the urgency is high.  
 
We now have a common language, the Conceptual Framework, that will 
help us meet the challenge together. This meeting is called a Launch Event. 
But it's not the Framework we have to launch, it's already there and it's 
great. It's ourselves we have to launch.  
 
And if we start our ascent now, if we communicate constantly on our 
findings, and we if we keep our eyes on the summit, like the 1953 
expedition team, we have a high chance of success. Then hopefully in 2050, 
we can say, as Ed Hillary did: "Well George, we knocked the bastard off". 
 
To read more: https://www.dnb.nl/en/general-news/speech-
2023/lessons-from-mount-everest-acting-now-to-curb-nature-related-
financial-risks/#:~:text=related%20financial%20risks-
,Lessons%20from%20Mount%20Everest%3A%20acting%20now,curb%20
nature%2Drelated%20financial%20risks&text=At%20the%20Launch%20
Event%20of,economy%20and%20the%20financial%20system. 
 
 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

https://www.dnb.nl/en/general-news/speech-2023/lessons-from-mount-everest-acting-now-to-curb-nature-related-financial-risks/#:~:text=related%20financial%20risks-,Lessons%20from%20Mount%20Everest%3A%20acting%20now,curb%20nature%2Drelated%20financial%20risks&text=At%20the%20Launch%20Event%20of,economy%20and%20the%20financial%20system
https://www.dnb.nl/en/general-news/speech-2023/lessons-from-mount-everest-acting-now-to-curb-nature-related-financial-risks/#:~:text=related%20financial%20risks-,Lessons%20from%20Mount%20Everest%3A%20acting%20now,curb%20nature%2Drelated%20financial%20risks&text=At%20the%20Launch%20Event%20of,economy%20and%20the%20financial%20system
https://www.dnb.nl/en/general-news/speech-2023/lessons-from-mount-everest-acting-now-to-curb-nature-related-financial-risks/#:~:text=related%20financial%20risks-,Lessons%20from%20Mount%20Everest%3A%20acting%20now,curb%20nature%2Drelated%20financial%20risks&text=At%20the%20Launch%20Event%20of,economy%20and%20the%20financial%20system
https://www.dnb.nl/en/general-news/speech-2023/lessons-from-mount-everest-acting-now-to-curb-nature-related-financial-risks/#:~:text=related%20financial%20risks-,Lessons%20from%20Mount%20Everest%3A%20acting%20now,curb%20nature%2Drelated%20financial%20risks&text=At%20the%20Launch%20Event%20of,economy%20and%20the%20financial%20system
https://www.dnb.nl/en/general-news/speech-2023/lessons-from-mount-everest-acting-now-to-curb-nature-related-financial-risks/#:~:text=related%20financial%20risks-,Lessons%20from%20Mount%20Everest%3A%20acting%20now,curb%20nature%2Drelated%20financial%20risks&text=At%20the%20Launch%20Event%20of,economy%20and%20the%20financial%20system
https://www.dnb.nl/en/general-news/speech-2023/lessons-from-mount-everest-acting-now-to-curb-nature-related-financial-risks/#:~:text=related%20financial%20risks-,Lessons%20from%20Mount%20Everest%3A%20acting%20now,curb%20nature%2Drelated%20financial%20risks&text=At%20the%20Launch%20Event%20of,economy%20and%20the%20financial%20system
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Reflections on the 2023 banking turmoil 
Pablo Hernández de Cos, Chair of the Basel Committee on Banking 
Supervision and Governor of the Bank of Spain, at the Eurofi Financial 
Forum 2023, Santiago de Compostela. 
 

 
 

Good evening, and thank you for inviting me to speak at our dinner 
tonight. 
 
I should start by wishing you all "una gran bienvenida" to Spain. And, in 
the event that some of you came to Santiago de Compostela by completing 
the Camino, let me say "felicidades" and "Ultreia et Suseia"! 
 
A common expression in Spain is that "el Camino da más de lo que recibe" 
– the Camino gives more than it receives. While I cannot claim to offer you 
any more ecclesiastical insights this evening, I will be reflecting on the 
recent banking turmoil and the implications for the global banking system 
and the Basel Committee. 
 
For some of you, the turmoil may seem like a distant memory. Since the 
frenzied months of March to May, many banks have been reporting 
bumper financial results on the wave of rising interest rates.  
 
A cursory look at financial markets since that period would also suggest 
that the worst may be behind us. So why do I plan to look back at what may 
be regarded as some as a historical event? 
 
Put simply, the banking turmoil that started in March is the most 
significant system-wide banking stress since the Great Financial Crisis 
(GFC) in terms of scale and scope.  
 
Over the span of 11 days – from 8 to 19 March 2023 – four banks with total 
assets of about $900 billion were shut down, put into receivership or 
rescued. This was followed by the failure of a fifth bank with roughly $230 
billion in assets on 1 May 2023.  
 
To give you a sense of the order of magnitude, the total value of these 
banks' assets is roughly equivalent to Spain's annual GDP (leaving aside 
the stock versus flow nature of these numbers). 
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The distress of these individual banks, while having largely distinct causes, 
triggered an assessment of the resilience of the broader banking system.  
 
In response, large-scale public support measures were deployed by some 
jurisdictions to mitigate the impact of the stress, including significant 
central bank liquidity provision to banks, the activation of FX swap lines, 
government backstops or guarantees, and, in certain cases, an extension of 
deposit guarantee schemes.  
 
In many respects, today's stabilisation of the banking system is due to a 
combination of public support measures and the increased resilience 
provided by post-GFC regulatory reforms, most notably Basel III. We had 
hoped that we would not need to rely on the former so frequently.   
 
Against that backdrop, the Basel Committee undertook a review of this 
period and conducted a stocktake of the regulatory and supervisory 
implications of these developments, with a view to learning lessons.  
 
I am pleased to inform you that, as recently announced by the Group of 
Governors and Heads of Supervision, good progress has been made with 
this work. 
 
I will focus my remarks tonight by offering my personal views on some of 
the main takeaways and identifying some issues that may warrant further 
reflection. 
 
Risk management and governance 
 
There is perhaps a near universal agreement that one of the main lessons 
from the turmoil is the importance of banks' risk management practices 
and governance arrangements as the first and most important source of 
financial and operational resilience.  
 
The boards and management of banks should be the first port of call in 
managing and overseeing risks; these functions cannot be outsourced to 
supervisors.  
 
Jumping straight to discussions about the regulatory and supervisory 
implications of recent events is akin to forgiving banks for not fulfilling 
their primary responsibilities and likewise shareholders for not exercising 
due diligence. 
 
Yet the banking turmoil highlighted a series of weaknesses by some banks 
in this area, including: 
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• fundamental shortcomings in (basic) risk management of traditional 
banking risks (such as interest rate risk and liquidity risk, and 
various forms of concentration risk); 

• a failure to appreciate how various risks that were building up were 
interrelated and could compound one another; 

• inadequate and unsustainable business models, including an 
excessive focus on growth and short-term profitability (fuelled by 
remuneration policies), at the expense of appropriate risk 
management; 

• a poor risk culture and ineffective senior management and board 
oversight; and 

• a failure to adequately respond to supervisory feedback and 
recommendations. 

 
Many of these elements may appear obvious and quite basic in nature. So it 
is of deep concern to see that, in 2023, some banks' boards and senior 
management failed in their most elementary responsibilities of overseeing 
and challenging a bank's strategy and risk tolerance. More is clearly needed 
to shore up such responsibilities. 
 
Consider the following historical anecdote.4 In 1800, a French chemist by 
the name of Éleuthère Irénée du Pont set up a gunpowder factory in 
Delaware. He quickly realised that gunpowder factories have an 
undesirable property: they tend to explode frequently. In response, du Pont 
took two initiatives.  
 
First, he required that the director (himself) live inside the factory with his 
family, putting his life on the line – what you could view as "skin in the 
game".  
 
Second, he established a rule that every new piece of machinery had to be 
operated for the first time by the factory's senior management. If the 
machine blew up, the manager would suffer the consequences. Needless to 
say, the safety of the plant increased overnight. 
 
I don't think I need to draw out explicitly the comparisons with today's 
banking system. But it is clear that the turmoil raises some fundamental 
questions about the current banking system. 
 
Is it simply inevitable that there will always be "outlier" banks with serious 
governance and risk management shortcomings?  
 
Is this a "feature" of a banking model that combines leverage and maturity 
transformation with a focus on short-term gains?  
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Have we optimised the alignment of incentives between banks' boards and 
senior management and broader financial stability objectives?  
 
I don't have the answers to all of these questions, but I think they certainly 
merit further reflection. 
 
To read more: https://www.bis.org/speeches/sp230914.htm 
 
 
 
 
 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

https://www.bis.org/speeches/sp230914.htm
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NIST CSWP 29 (Initial Public Draft) 
The NIST Cybersecurity Framework 2.0 
 

 
 

Date Published: August 8, 2023 
Comments Due: November 5, 2023 
 
This is the public draft of the NIST Cybersecurity Framework (CSF or 
Framework) 2.0. 
 
The Framework has been used widely to reduce cybersecurity risks since its 
initial publication in 2014. Many organizations have told NIST that CSF 1.1 
remains an effective framework for addressing cybersecurity risks.  
 
There is also widespread agreement that changes are warranted to address 
current and future cybersecurity challenges and to make it easier for 
organizations to use the Framework.  
 
NIST is working with the community to ensure that CSF 2.0 is effective for 
the future while fulfilling the CSF’s original goals and objectives. 
 
NIST seeks feedback on whether this draft revision addresses 
organizations’ current and anticipated future cybersecurity challenges, is 
aligned with leading practices and guidance resources, and reflects 
comments received so far.  
 
In addition, NIST requests ideas on the best way to present the 
modifications from CSF 1.1 to CSF 2.0 to support transition.  
 
NIST encourages concrete suggestions for improvements to the draft, 
including revisions to the narrative and Core. 
 
This draft includes an updated version of the CSF Core, reflecting feedback 
on the April discussion draft.  
 
This publication does not contain Implementation Examples or 
Informative References of the CSF 2.0 Core, given the need to frequently 
update them. Draft, initial Implementation Examples have been released 
under separate cover for public comment.  
 
NIST seeks feedback on what types of Examples would be most beneficial 
to Framework users, as well as what existing sources of implementation 
guidance might be readily adopted as sources of Examples (such as the 
NICE Framework Tasks, for example). NIST also seeks feedback on how 
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often Implementation Examples should be updated and whether and how 
to accept Implementation Examples developed by the community. 
 

 
 
As the CSF 2.0 is finalized, the updated Implementation Examples and 
Informative References will be maintained online on the NIST 
Cybersecurity Framework website, leveraging the NIST Cybersecurity and 
Privacy Reference Tool (CPRT).  
 
Resource owners and authors who are interested in mapping their 
resources to the final CSF 2.0 to create Informative References should 
reach out to NIST. 
 
To read more: https://csrc.nist.gov/pubs/cswp/29/the-nist-cybersecurity-
framework-20/ipd 
 
https://nvlpubs.nist.gov/nistpubs/CSWP/NIST.CSWP.29.ipd.pdf 
 
 
 
 

https://csrc.nist.gov/pubs/cswp/29/the-nist-cybersecurity-framework-20/ipd
https://csrc.nist.gov/pubs/cswp/29/the-nist-cybersecurity-framework-20/ipd
https://nvlpubs.nist.gov/nistpubs/CSWP/NIST.CSWP.29.ipd.pdf
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Disclaimer 
 
The Association tries to enhance public access to information about risk 
and compliance management.  
 
Our goal is to keep this information timely and accurate. If errors are 
brought to our attention, we will try to correct them. 
 
This information: 
 
- is of a general nature only and is not intended to address the specific 
circumstances of any particular individual or entity; 
 
- should not be relied on in the particular context of enforcement or 
similar regulatory action; 
 
- is not necessarily comprehensive, complete, or up to date; 
 
- is sometimes linked to external sites over which the Association has 
no control and for which the Association assumes no responsibility; 
 
- is not professional or legal advice (if you need specific advice, you 
should always consult a suitably qualified professional); 
 
- is in no way constitutive of an interpretative document; 
 
- does not prejudge the position that the relevant authorities might 
decide to take on the same matters if developments, including Court 
rulings, were to lead it to revise some of the views expressed here; 
 
- does not prejudge the interpretation that the Courts might place on 
the matters at issue. 
 
Please note that it cannot be guaranteed that these information and 
documents exactly reproduce officially adopted texts.  
 
It is our goal to minimize disruption caused by technical errors. However 
some data or information may have been created or structured in files or 
formats that are not error-free and we cannot guarantee that our service 
will not be interrupted or otherwise affected by such problems.  
 
The Association accepts no responsibility with regard to such problems 
incurred as a result of using this site or any linked external sites. 
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Solvency II Association 
 
At every stage of your career, our association provides networking, training, 
certification, information, updates, alerts, and services you can use. Join us. 
Stay current. Take advantage of the new opportunities. Read our monthly 
newsletter. Get certified.  
 
You can explore what we offer to our members: 
 
1. Membership – Become a standard, premium or lifetime member. 
You may visit:  
https://www.solvency-ii-association.com/How_to_become_member.htm 
 
2. Monthly Updates – Visit the Reading Room of the association at: 
https://www.solvency-ii-association.com/Reading_Room.htm 
 
3. Training and Certification – You may visit: https://www.solvency-ii-
association.com/CSiiP_Distance_Learning_Online_Certification_Progra
m.htm 
 
For instructor-led training, you may contact us. We tailor Solvency II 
presentations, awareness and training programs for supervisors, boards of 
directors, employees, service providers and consultants. 
 

https://www.solvency-ii-association.com/How_to_become_member.htm
https://www.solvency-ii-association.com/Reading_Room.htm
https://www.solvency-ii-association.com/CSiiP_Distance_Learning_Online_Certification_Program.htm
https://www.solvency-ii-association.com/CSiiP_Distance_Learning_Online_Certification_Program.htm
https://www.solvency-ii-association.com/CSiiP_Distance_Learning_Online_Certification_Program.htm

